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PROTOCOLO LEY QUE REGULA USO RESPONSABLE, SEGURO Y FORMATIVO DE
DISPOSITIVOS MOVILES Y TECNOLOGIAS DIGITALES.

Uso de dispositivos moéviles en el Establecimiento Educacional

Un dispositivo mavil o teléfono inteligente (Smartphone) es un equipo electrénico portatil de
comunicacion personal que integra funciones avanzadas de procesamiento de datos,
conectividad permanente a redes de telecomunicaciones (mdviles y/o inaldmbricas) y
capacidad de ejecutar aplicaciones informaticas, permitiendo al usuario acceder, producir,

almacenar y transmitir informacion en mdltiples formatos (voz, texto, imagen, audio y video).

A diferencia de los teléfonos moviles tradicionales, el teléfono inteligente se caracteriza por
contar con un sistema operativo propio (por ejemplo, Android o iOS), acceso a internet,
interfaces tactiles y la posibilidad de instalar aplicaciones de terceros, lo que amplia

significativamente sus usos en ambitos personales, laborales, educativos y sociales.

Asimismo, el dispositivo movil o teléfono inteligente permite el acceso directo e inmediato a
redes sociales y plataformas digitales de interaccion social, tales como aplicaciones de
mensajeria instantdnea, redes de difusion de contenidos y servicios de comunicacion
audiovisual en tiempo real. Dicho acceso posibilita la creacion, publicacién, intercambio y
visualizacién de informacién personal o de terceros, lo que amplia significativamente el
impacto comunicacional del dispositivo y genera implicancias relevantes en materias de
privacidad, proteccién de datos personales, convivencia social, responsabilidad individual y

uso responsable de tecnologias digitales.

Redes sociales. Son plataformas digitales basadas en internet que permiten a las personas
crear perfiles o cuentas personales, interactuar entre si y establecer vinculos sociales
mediante la generacion, intercambio y difusion de contenidos en diversos formatos, tales
como textos, imagenes, audios y videos, de forma publica o privada, segun las

configuraciones de cada servicio.

Las redes sociales facilitan la comunicacién inmediata, la formacién de comunidades
virtuales y la circulacion masiva de informacién, permitiendo tanto la interaccién directa
entre usuarios como la visualizaciéon y replicacion de contenidos de terceros. Su uso
conlleva implicancias relevantes en ambitos como la privacidad, la proteccion de datos
personales, la reputacion digital, la convivencia social y la responsabilidad por los

contenidos publicados o compartidos.



Las redes sociales, normalmente, establecen condiciones de acceso y permanencia
vinculadas a una edad minima para la creacién de un perfil, segun las politicas de privacidad

y configuracion de cada plataforma.

Uso adecuado de redes sociales

Articulo 01.- Se entiende por uso adecuado de redes sociales aquel ejercicio responsable,
respetuoso y conforme a la normativa vigente, en el cual el usuario utiliza dichas
plataformas para comunicarse, informarse, expresarse o participar en comunidades
digitales, sin vulnerar derechos de terceros ni afectar la convivencia social.

Este uso implica, entre otros aspectos, el respeto a la dignidad de las personas, la
proteccién de la vida privada y de los datos personales, la abstencion de difundir contenidos
ofensivos, falsos o discriminatorios, y la utilizacion de las redes sociales de manera
coherente con los fines educativos, laborales o sociales que correspondan al contexto en

gue se emplean.

Articulo 02.- Mal uso de redes sociales. Se considera mal uso de redes sociales toda
utilizacion de estas plataformas que transgreda la normativa legal o reglamentaria aplicable,
0 gue impligue la vulneraciéon de derechos fundamentales de terceros.

Constituye mal uso, entre otras conductas, la difusion de contenido ofensivo, denigrante o
humillante; la publicacién o reenvio de imagenes, audios o informacién personal sin
consentimiento; el hostigamiento, acoso o0 amenazas a través de medios digitales; la
suplantacion de identidad; la difusion de rumores o informacién falsa; asi como cualquier
uso que afecte negativamente la convivencia, la integridad psiquica o la reputacién de las

personas.

Articulo 03.- Consecuencias del mal uso de redes sociales. El mal uso de redes sociales
puede generar consecuencias relevantes en los ambitos personal, psicologico, social,
educativo, juridico y de seguridad, especialmente cuando involucra a nifios, nifias y

adolescentes.

1. Riesgos para la integridad y seguridad personal

a. Grooming: acercamiento de adultos a menores con fines sexuales mediante
engafio, manipulacién o abuso de confianza.

b. Captacion con fines de explotacién sexual o trata de personas.

c. Extorsion digital (sextorsidn), a partir de la obtencién de imagenes intimas.

d. Suplantacion de identidad, con uso fraudulento de imagenes, nombres o
datos personales.

e. Acceso a contactos peligrosos o0 redes delictivas, facilitado por la

sobreexposicién publica.



2. Vulneracion de derechos fundamentales
a. Derecho a la vida privada y proteccion de datos personales.
b. Derecho a la honra y reputacion.
c. Derecho a la integridad fisica y psiquica.
d. Derechos de nifios, nifias y adolescentes como sujetos de especial

proteccion.

3. Consecuencias psicolégicas y emocionales
a. Ansiedad, estrés y angustia permanente.
b. Depresion, sentimientos de aislamiento o desesperanza.
c. Baja autoestima, especialmente asociada a la comparacion constante con

otros.

o

Alteraciones del suefio, irritabilidad y dependencia emocional.
e. lIdeacién suicida o conductas autolesivas, especialmente en contextos de

acoso digital.

4. Acoso y violencia digital

a. Ciberacoso o cyberbullying, mediante hostigamiento reiterado.

b. Humillaciones publicas, burlas o denostaciones masivas.

c. Difusiébn de rumores o informacion falsa, con impacto en la reputacion
personal.

d. Violencia de género digital, incluyendo amenazas, control y exposicion
indebida.

e. Aislamiento social inducido, como forma de exclusion o castigo digital.

f.  Consecuencias educativas y de convivencia escolar
g. En contextos educativos, el mal uso de redes sociales puede derivar en:
h. Deterioro del clima escolar y la convivencia.

Conflictos persistentes entre estudiantes, apoderados o miembros de la
comunidad educativa.
j.  Distraccién permanente y bajo rendimiento académico.
k. Desnaturalizacion de los procesos formativos y pedagogicos.
5. Huella digital y consecuencias a largo plazo
a. Huella digital negativa, dificil de eliminar.
b. Impacto en futuras oportunidades educativas, laborales o profesionales.
c. Exposiciéon prolongada a juicios sociales, estigmatizacion o discriminacion.
d

Pérdida de control sobre informacion personal o imagenes.

6. Riesgos para la salud y el desarrollo integral

a. Eldesarrollo emocional y social.

b. La capacidad de establecer relaciones presenciales sanas.
c. Laregulacion emocional y la tolerancia a la frustracion.
d

El equilibrio entre vida digital y vida familiar, escolar y social.



Plan institucional para el uso responsable, sequro y formativo de dispositivos

maoviles v tecnologias digitales.

Articulo 04.- El establecimiento educacional contara con un Plan Institucional para el Uso
Responsable de Dispositivos Mdviles y Tecnologias Digitales, de caracter formativo,
preventivo y protector, cuyo objetivo sera regular, orientar y promover el uso adecuado de
dichos dispositivos por parte de los distintos miembros de la comunidad educativa,
resguardando el desarrollo integral, el bienestar y los derechos de nifios, nifias y

adolescentes.

Este plan se entenderd como una herramienta complementaria al Reglamento Interno y de
Convivencia Educativa, y se aplicara conforme a los principios de interés superior del nifio,
autonomia progresiva, proporcionalidad, no discriminacion, debido proceso y proteccion

integral, de acuerdo con la normativa educacional vigente.

Articulo 05.- Promocién del uso responsable y gradual, conforme a la edad y desarrollo
evolutivo. El establecimiento promovera un uso responsable, gradual y diferenciado de los
dispositivos méviles y tecnologias digitales, considerando la edad, el nivel educativo y el

grado de desarrollo evolutivo de nifias, nifios y adolescentes.

Para estos efectos, el plan establecerd criterios diferenciados por ciclos educativos,

especialmente en educacion parvularia, basica y media, orientados a:

a. Favorecer el uso pedagdgico y formativo de las tecnologias digitales.

b. Evitar la exposicion temprana o inadecuada a entornos digitales no pertinentes al
nivel de desarrollo.

c. Fortalecer progresivamente la autorregulacion, el autocuidado y la responsabilidad
digital.

d. Reconocery respetar la autonomia progresiva de los estudiantes, sin desconocer el
rol formador y protector del establecimiento.

e. En educacién parvularia y hasta 6° basico estd prohibido el ingreso de aparatos
moviles al colegio.

f. Desde 7° basico hasta 4° de Ensefianza Media esta prohibido el uso de aparatos

moviles en todos los espacios del establecimiento.

Articulo 06.- Prevencion de riesgos asociados al uso inadecuado de dispositivos maviles.
El plan tendra por finalidad prevenir riesgos asociados al uso inadecuado de dispositivos
moviles y plataformas digitales, especialmente aquellos que puedan afectar la integridad
fisica, psiquica, emocional o social de los estudiantes, o vulnerar sus derechos

fundamentales.



En patrticular, el establecimiento desarrollard acciones preventivas orientadas a:
a. Evitar situaciones de acoso escolar, ciberacoso o violencia digital.
b. Prevenir la exposicion a contenidos inapropiados o dafiinos.
c. Proteger la vida privada, los datos personales y la imagen de los estudiantes.
d. Prevenir situaciones de grooming, sextorsion u otras formas de explotacion digital.
e

Detectar y abordar el uso excesivo o problematico de tecnologias digitales.

Articulo 07.- Medidas formativas para evitar el uso inadecuado, con resguardo de
derechos. EI establecimiento informard y aplicard medidas claras, conocidas,
proporcionales y esencialmente formativas destinadas a evitar el uso inadecuado de

dispositivos maviles, las que deberan en todo momento:

Respetar los derechos consagrados en la Ley N° 21.430.
Ajustarse al principio de proporcionalidad y al debido proceso.
Evitar sanciones automaticas o desproporcionadas.

Priorizar acciones pedagdgicas, reparatorias, educativas y de apoyo psicosocial.
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Considerar la edad, madurez, intencionalidad y contexto del estudiante involucrado.

Cuando se detecten situaciones que puedan constituir vulneracion de derechos, el
establecimiento debera activar los protocolos internos correspondientes y, de ser necesario,

dar aviso a los organismos competentes, conforme a la normativa vigente.

Articulo 08.- Ejercicio de derechos y convivencia democrética en entornos digitales. El plan
promovera el ejercicio responsable de los derechos en entornos digitales y el fortalecimiento
de la convivencia democratica, fomentando un uso de las tecnologias digitales que sea
responsable, seguro, creativo, critico y reflexivo.
Para ello, el establecimiento desarrollara acciones formativas destinadas a:

a. Promover el respeto mutuo, la dignidad y la diversidad en entornos digitales.

b. Fomentar el pensamiento critico frente a la informacién y los contenidos digitales,

noticias falsas y desinformacion.
c. Reconocer los beneficios, oportunidades y potencialidades del uso de tecnologias.
d. Identificar y comprender los riesgos asociados a su utilizacion.

e. Formar ciudadanos digitales responsables, conscientes de sus derechos y deberes.

Articulo 09.- Corresponsabilidad de la comunidad educativa. La implementacion del
presente plan se realizard bajo un enfoque de corresponsabilidad, involucrando
activamente a estudiantes, madres, padres, apoderados, docentes, asistentes de la
educacion y directivos, mediante instancias de informacion, formacion y participacion,

conforme a los roles que a cada uno corresponda.



Prohibicién y Excepciones

Medio Mayor a 6° Basico:

-No esta permitido traer al colegio celulares ni dispositivos electrénicos.

-En caso de que un estudiante contravenga esta norma se registrara la falta en la hoja de
vida del estudiante, el docente realizara la reflexion inicial con el estudiante acerca de su
conducta.

-Se le solicitara al alumno su celular/dispositivo tecnoldgico el que serd entregado

personalmente al apoderado, previa firma de recepcién de éste en Inspectoria General.

7° Basico a IV Medio:

-Los estudiantes no tienen permitido el uso de celulares y dispositivos electrénicos dentro
del establecimiento.

-Los estudiantes de estos niveles podran asistir al colegio con su celular dentro de la
mochila en silencio o apagado, siendo el cuidado de estos responsabilidad personal y
exclusiva de ellos/ellas.

-El profesor sera el responsable de dar cumplimiento a esta norma durante la clase.

-Si un alumno es sorprendido contraviniendo esta disposicion, se le pedira al estudiante que
entregue su celular o dispositivo, se registrara el comportamiento como falta leve en el libro
virtual y orientara al estudiante sobre su conducta.

-De reiterarse la falta se asignard la medida correspondiente de acuerdo al presente
reglamento en materias vinculadas al uso y porte de celulares y dispositivos méviles.

-El profesor hara entrega del celular en Inspectoria General, quien a su vez citara al

apoderado para entregarselo personalmente, previa firma de recepcién de éste.

Articulo 10.- Dispositivos moviles “inteligentes”, tablets u otro aparato de similares
caracteristicas, no podran ser usado mientras se desarrollen actividades curriculares
lectivas o extra programaticas.

Como regla general, los dispositivos moéviles deberdn permanecer apagados o en modo
silencio, sin acceso a aplicaciones, redes sociales o plataformas no vinculadas al proceso

de ensefianza-aprendizaje.



Articulo 11.- Excepcionalmente, se podra autorizar el empleo de dispositivos mdviles en

las siguientes situaciones:

a) Cuando el estudiante presenta necesidades educativas especiales respecto de las
cuales el uso adecuado de estos dispositivos méviles se considera como una ayuda técnica
al servicio de sus aprendizajes. Esta circunstancia debera ser acreditada por el padre,
madre o apoderado del estudiante a través de un certificado emitido por un profesional
competente, en los términos sefialados en los incisos segundo y tercero del articulo 9° del
decreto con fuerza de ley N° 2, de 1998, del Ministerio de Educacién, que fija texto
refundido, coordinado y sistematizado del decreto con fuerza de ley N° 2, de 1996, sobre

subvencién del Estado a establecimientos educacionales.

b) En casos de situacion de emergencia, desastre o catastrofe.

c) Cuando el estudiante presenta una enfermedad o condicién de salud, diagnosticada por
un médico, que requiera monitoreo peridédico a través de dispositivos moviles. Esta
circunstancia debera ser acreditada por el padre, madre o apoderado del estudiante a través

de un certificado médico.

d) Si la utilizacion de estos dispositivos méviles es (til para la ensefianza en funcion de la
naturaleza de la actividad curricular o extracurricular en los establecimientos educacionales

que imparten educacion béasica o media.

e) Si el padre, madre o apoderado lo solicita fundadamente y de forma temporal, solo por

razones de seguridad personal o familiar del estudiante.

Las excepciones indicadas en los literales a), c), d) y e) deberan ser autorizadas

expresamente por la Inspectora General del establecimiento educacional.

Articulo 12.- La prohibiciéon de uso de dispositivos méviles sefialada anteriormente se
aplicar4 durante el desarrollo de actividades curriculares dentro de la sala de clases,

recreos, actividades extracurriculares y en todos los espacios del colegio.



Normas operativas sobre el uso de dispositivos moviles en el establecimiento

educacional

Articulo 13.- Uso de dispositivos maviles en el aula. Durante el desarrollo de clases, el uso
de dispositivos moviles por parte de los estudiantes se encontrard prohibido, salvo
excepciones indicadas en articulo 11, literales a), b), ), d), e) y limitado al cumplimiento de
fines pedagogicos, debidamente autorizados y supervisados por el docente a cargo.

El docente podr& autorizar el uso de dispositivos moviles cuando estos:

a. Sean necesarios para el desarrollo de una actividad pedagdgica especifica.
b. Formen parte de una estrategia didactica planificada.

c. Permitan el acceso a recursos educativos digitales pertinentes.

El uso no autorizado de dispositivos méviles en el aula serd abordado mediante medidas
formativas y educativas, considerando la edad, contexto y reiteracion de la conducta,

conforme al Reglamento Interno.

Articulo 14.- En ningln caso se permitird el uso de dispositivos moviles para:
a. Grabar, fotografiar o difundir imagenes, audios o videos de otras personas sin su
consentimiento.
b. Realizar actos de acoso, hostigamiento o burla.
c. Acceder o difundir contenidos inapropiados o dafinos.
d. Promover conflictos o afectar el buen trato entre integrantes de la comunidad

educativa.

Graduacion de las Faltas:

1- Falta leve: se considera falta leve cuando un estudiante es sorprendido infringiendo la
norma de restriccién del uso de celular. Docente le consighara una observacién en su hoja
de vida. El docente lo entregara en Inspectoria General, quien lo entregara personalmente

al apoderado.

Ejemplos de faltas leves relacionadas al uso indebido del celular u otro dispositivo:
a. Hacer sonar alarmas, canciones u otros ruidos inoportunos en horarios de clases.
b. Realizar o atender llamadas en horarios de clases.

c. Recibir y/o enviar mensajes, en horario de clases.

d. Acceder a internet para usar redes sociales o juegos en linea

e. Escuchar musica y/o jugar videos en horarios de clases.



2- Falta grave: son aquellas vinculadas al uso indebido del celular u otros dispositivos

electrénicos, por ejemplo:

a. Se considera falta grave cuando el estudiante se niega a apagar, guardar o entregar su

celular u otro aparato tecnoldgicos.

3- Falta gravisima: se considera una falta muy grave cuando un estudiante causa perjuicios

a otro miembro de la comunidad escolar o al buen nombre de la institucion.

Faltas gravisimas relacionadas al uso indebido del celular u otros dispositivos electrénicos
como:

a. Acceder a internet para indagar sobre temas refiidos con la moral y las buenas
costumbres.

b. Transgredir la privacidad y otros derechos fundamentales de sus pares u otras personas,
por medio del grooming y el cyberbullying, entre otras formas de agresion y ofensa.

d. Usar un aparato electronico para copiar o entregar informacién durante la realizacion de
evaluaciones o trabajos evaluados.

e. Portar o descargar en sus equipos audios, videos y/o imagenes pornograficas.

f. Grabar audio de compafieros y miembros de la comunidad escolar, sin su consentimiento.
g. Fotografiar a compafieros y miembros de la comunidad escolar, sin consentimiento.

h. Hacer publicas grabaciones o fotografias, sin el consentimiento

i. Subir audios, videos, imagenes o fotos a las redes sociales.

Cualquier situacion de conflicto o vulneracion detectada durante estos periodos debera ser
abordada conforme a los protocolos de Reglamento Interno, convivencia escolar y

proteccion de derechos.

INSPECTORIA GENERAL.



